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Assessing your CLC’s digital capacity 
‘Building Digital Capacity’ resources series
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	· Take stock of the digital and technology footprint of your CLC and assess your current capabilities.
· Inform the development of your centre’s IT plan.
· [bookmark: _GoBack]Communicate to IT service providers an overview of what you currently have.
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Other relevant resources in our Building Digital Capacity resources series:
· Developing an IT plan
· Policy Internet social media email
· Implementing a new website guide.

1 - DIGITAL/IT CAPABILITY FRAMEWORK
The digital capability framework proposes a structure to review what your CLC currently has in terms of technology and systems, identify key gaps and challenges, and potential needs and opportunities for technology improvements. 
[image: ]The framework takes into account not just the tools and systems, but also the underpinning operational and governance processes.



	Community Engagement
	· The tools and systems that support engagement with external stakeholders (general public, sector contacts, members, supporters, media, etc.), communications and ongoing relationship management.
· Includes websites, social media channels, mass email communications, CRM systems, advocacy tools and any other community engagement systems and apps.

	Client Services
	· The tools and systems that support the implementation, delivery and management of legal services, as well as the evaluation and impact measurement of those services. 
· Includes CLASS (Community Legal Assistance Services System, the national client database for CLCs), case management systems, practice management systems, and online / mobile client services.

	Operations
	· The tools that support the daily running of centres’ operations, support back-end and internal processes and enable internal capacity building.
· Includes finance and HR systems, internal communications and productivity tools (e.g. email, task management systems, etc.), eLearning, project management, and knowledge and collaboration tools (e.g. document management, online collaboration, etc.).

	Infrastructure, Training & Support
	· The underlying technical systems, software and platforms, and associated infrastructure, technical maintenance and support.
· End-user support (such as service desk) and IT training (generic or application-specific).
· Includes digital assets (devices, software, etc.), networking and comms (telephony), data centres and hosting services, support and maintenance, and IT skills development for staff and volunteers.

	IT Management & Governance
	· The processes in place to help manage the centres’ technology services and assets (including systems and data) and support continuous improvement and innovation.
· Covers systems ownership and governance, technical change management, data standards and protocols, IT project planning and management, and IT investment management.



2 - QUESTIONNAIRE

How to use the questionnaire
· This questionnaire can be used to complete ‘Step 1 – Establish current situation’ of your IT Plan (see Developing an IT Plan in our Building Digital Capacity resources series), or as a standalone exercise to help you take stock of what you have.
· Simply use this file as a template to document your CLC’s current technology state. The questionnaire steps through each of the framework’s capability areas, and at the end of each main section, you are prompted to summarise the key needs and challenges you see in that specific capability area. Key notes on things to consider are included throughout (marked in light grey boxes ⊛).
· This questionnaire may take some time to go through depending on the size/complexity of your centre and information already available to you. As you go through the questions, take the opportunity to gather any supporting documentation and identify areas that need more investigation and details.
· This questionnaire is designed to work for you, and it is flexible: feel free to amend and add to it as you see fit for your centre.

Questionnaire sections overview:
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1. Social media:
· How does your centre use social media?

	
	Actively (frequent online activity)
	Ad hoc (irregular online activity)
	Rarely (we have an account but don't use it much)
	We don't use this social media channel

	Facebook
	|_|
	|_|
	|_|
	|_|

	Twitter
	|_|
	|_|
	|_|
	|_|

	YouTube
	|_|
	|_|
	|_|
	|_|

	LinkedIn
	|_|
	|_|
	|_|
	|_|

	Instagram
	|_|
	|_|
	|_|
	|_|

	[bookmark: Text2]Other [specify:      ]
	|_|
	|_|
	|_|
	|_|



How would you describe your social media activities?

	
	Yes
	Sometimes/ Partial
	No

	We have a social media strategy in place with well-defined processes for social media usage and engagement 
	|_|
	|_|
	|_|

	We regularly listen to others on social media and monitor activities and conversations around key topics
	|_|
	|_|
	|_|

	We have social media listening tools  (e.g. HootSuite, SproutSocial) in place to automatically monitor and analyse key topics
	|_|
	|_|
	|_|

	We have a process in place for regular social media communications as well as emergency news/updates 
	|_|
	|_|
	|_|

	We automate our social media posts schedule and monitor responses and activities
	|_|
	|_|
	|_|

	We have a process in place for dealing with negative, incorrect, defamatory or inappropriate comments
	|_|
	|_|
	|_|

	We have a policy in place for our staff and volunteers to use social media
	|_|
	|_|
	|_|



⊛Effective social media requires time and skills and only works if you are engaging on a frequent basis. Hence, it is better to use fewer social media channels but have a regular presence and processes in place, rather than trying to be on every platform where an ad hoc presence quickly becomes diluted and invisible to others. A social media strategy/communications plan that is adapted to your centre’s capacity and objectives will help you focus on the right areas.
Social media represents your centre in the public space, so having good policies and processes in place to manage content and protect your brand are essential.
Go to the CLCQ website for webinars available on this topic.
+ See the Policy Internet social media email in our Digital Capacity Building resources series.



2. Website:
If you have more than one website, duplicate this section.
· How well does your website work for your CLC?
	It supports our needs well
	|_|

	It's OK, but needs some additional features
	|_|

	It's very basic and needs a complete overhaul
	|_|

	We're in the process of changing it
	|_|



· Which website platform do you use?
	WordPress
	|_|

	Drupal
	|_|

	SquareSpace
	|_|

	Wix
	|_|

	Joomla
	|_|

	NationBuilder
	|_|

	[bookmark: Text3]Other [specify:        ]
	|_|



 ⊛ Whilst in theory, modern website technology provides easy ways to quickly set up a website, it is easy to underestimate the time and effort it takes to replace a website and get the user experience, site architecture and content right. If you are considering changing your website, refer to the Implementing a new website guide in our Building Digital Capacity resources series.



3. Email Marketing
· Which email Marketing (mass emailing) tool do you use?
	Mailchimp
	|_|

	Drupal
	|_|

	Campaign Monitor
	|_|

	Just our standard email system (e.g. Outlook or Gmail)
	|_|

	We don't do any email Marketing / mass emailing
	|_|

	[bookmark: Text4]Other [specify:      ]
	|_|



 ⊛ It is strongly recommended not to use your standard email system (like Outlook or Gmail) for mass emailing (a mass email can start with as few as 50 external recipients). Doing so carries a risk of your domain name being blacklisted by mail providers, with your emails treated as spam. In addition, standard email systems do not allow you to track responses or manage subscribers.


4. CRM
A CRM (Constituent/Customer Relationship Management) system is a software / central database that holds all your contacts information and has functionalities to manage relationships and interactions with those contacts.
· How does CRM work for your centre?
	We have a system in place which serves our needs well
	|_|

	We have a CRM system, but it's not well used
	|_|

	We used to have a CRM system, but no longer use it
	|_|

	We've never had a CRM system in place
	|_|

	We're implementing a CRM now
	|_|

	We have decided against investing in a CRM
	|_|



· If you have (or planning to implement) a CRM, which of the following do you use?
	Salesforce
	|_|

	Microsoft Dynamics
	|_|

	CiviCRM
	|_|

	NationBuilder
	|_|

	MS Excel
	|_|

	[bookmark: Text9]Other [specify:     ]
	|_|



⊛ Note: if you are not sure what CRM is, check the CLCQ website for webinars available on this topic. When looking at implementing a CRM, consider other systems your CRM will need to link into, such as your website, your email marketing tool, and your events management system (note some CRM systems provide these functionalities as part of their product). Think about whose data you will hold, and what kind of information you will manage. Your ‘constituents/customers’ may include for example: other sector representatives, services providers, partners, funders, law practices, university/education sector representatives, pro bono firms, donors, supporters, policy makers, government representatives, media contacts, subscribers, volunteers, etc. A key group to consider is your clients, what information (if any) you would hold in the CRM, and any associated privacy/compliance requirement .


5. Your CLC’s digital skills and resources in community engagement
· When it comes to community engagement activities, relationship management, and communications, what kind of capacity does your centre have?
	We have dedicated capacity (i.e. at least a part-time team member with specialist skills) to support these activities
	|_|

	Activities are shared and allocated across non-specialist team members
	|_|

	We don't have any dedicated capacity
	|_|



⊛ Whilst the tools in the community engagement space tend to be fairly accessible and usable, they still require dedicated skills and training. When considering implementing a new tool or communications channel, even if it looks simple, take into account who your end-users are and their capacity (time and skills) to adopt the new system. Make sure you include training as part of your budget and implementation activities.


	Our key challenges and needs in the Community Engagement digital capability area are:
· [bookmark: Text13]      
· [bookmark: Text14]     
· [bookmark: Text15]     
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1. Client & practice management system:
· Which systems do you use to manage client information, services and cases?
	Just CLASS
	|_|

	[bookmark: Text5]CLASS and other specialist practice management systems/software in parallel [specify:     ]
	|_|

	[bookmark: Text6]We don't use CLASS and use other systems/software instead [specify:     ]
	|_|



· Overall, how well do your client/practice management systems work for your centre?
	System(s) in place work well and we don’t need anything else
	|_|

	Our systems work OK, but we need improvements and/or additional functionalities
	|_|

	We make do with what we have
	|_|

	We struggle and need better system(s)
	|_|



· How well are your practice management processes supported by these systems?
	
	Great
	Adequate
	Poor

	Client information management
	|_|
	|_|
	|_|

	Intake/triage
	|_|
	|_|
	|_|

	Conflict management
	|_|
	|_|
	|_|

	Case management
	|_|
	|_|
	|_|

	File/document management
	|_|
	|_|
	|_|

	Calendar management
	|_|
	|_|
	|_|

	Time tracking
	|_|
	|_|
	|_|

	Client communications
	|_|
	|_|
	|_|

	Automation/workflow
	|_|
	|_|
	|_|

	Reporting/analytics
	|_|
	|_|
	|_|

	Information compliance/security
	|_|
	|_|
	|_|

	[bookmark: Text16]Other process [specify:      ]
	|_|
	|_|
	|_|


⊛ CLASS is developed and supported by Community Legal Centres Australia. For all CLASS-related resources and updates, refer to their website. As of 2020, CLCA is working on developing integration between CLASS and other systems like ActionStep or Salesforce.


2. Digital access for your clients:
· When it comes to facilitating digital access to your services, do you provide any of the following (check all that apply)?
	Interactive features on website (e.g. online application forms, ability to log requests for services, appointments or call backs)
	|_|

	Factsheets and other downloadable resources
	|_|

	Live chatbots on websites
	|_|

	Online resources for practitioners
	|_|

	Dedicated client mobile app to access legal services/information
	|_|

	Online videos and tutorials for training and education purposes
	|_|

	Podcasts
	|_|

	Video conferencing (e.g. Skype) for virtual meetings and interviews
	|_|

	[bookmark: Text10]Other [specify     ]
	|_|



⊛ Access to justice (A2J) is a major area for LegalTech with many technology developers in the sector working on innovative solutions that help clients access legal services and information. When considering ‘new technologies’ (things like bots, chats, artificial intelligence, machine learning, etc.) in the context of clients, make sure you take into account your clients’ own ability to access and use the technology. 


	Our key challenges and needs in the Client Services digital capability area are:
·       
·      
·      
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1. Knowledge, document management and collaboration:
· Does your centre have a Knowledge Management system?
	Yes, we have a dedicated Knowledge Management system
	|_|

	We have a system for managing documents, but not much else
	|_|

	We don't have any dedicated system for either knowledge management or document management
	|_|



⊛ A knowledge management system is one step beyond a document/file management tool: think wiki-like databases and searchable knowledge bases. 


· How much does your centre rely on paper-based processes?
	Not much at all: most of our information is collected digitally
	|_|

	Only in some areas where we don't have the systems in place to help us collect the data
	|_|

	A lot: most of our processes are supported by paper
	|_|



· What does your centre use for storing and sharing documents? (check all that apply)
	Local file server
	|_|

	DropBox
	|_|

	Microsoft SharePoint
	|_|

	Microsoft OneDrive
	|_|

	Google Drive
	|_|

	No designated document management system (team members use what they want)
	|_|

	[bookmark: Text11]Other [specify:       ]
	|_|


⊛ Cloud-based document management systems are a key step in moving to a paperless practice. When considering moving to this kind of system, look for opportunities to ‘clean up’ your data set, implement more intuitive content architecture, and leverage additional functionalities like online real-time document collaboration, version tracking, workflows, etc.




· What does your centre use for online collaboration?
	Video conferencing for meetings (e.g. GoToMeeting, WebEx, Zoom, Skype, etc.)
	|_|

	Slack
	|_|

	Trello
	|_|

	Microsoft Teams
	|_|

	GoToMeeting
	|_|

	WebEx
	|_|

	Zoom
	|_|

	Skype
	|_|

	[bookmark: Text12]Other [specify:     ]
	|_|


⊛ Whilst a single tool for everyone to use is ideal (for example for online video conferencing), it is more important that the tool used is fit for purpose and adapted to the audience’s ability to access it. For example, Skype may work better for smaller groups or for talking to an individual client, whereas systems like GoToMeeting, Zoom or WebEx provide features useful for webinar-like meetings. 




· What kind of tools does your centre use for education and training?
	Dedicated Learning Management System (LMS)
	|_|

	Webinars
	|_|

	Online training videos
	|_|

	[bookmark: Text7]Other [specify:     ]
	|_|



⊛ Learning Management Systems provide extensive functionalities for eLearning, ranging from course management and online training delivery to student management and performance tracking. Examples include Litmos, Captivate, Moodle, TalentLMS, Docebo, and more.


2. Finance & HR:
· What system do you use for your finance/accounting processes?
	XERO
	|_|

	MYOB
	|_|

	QuickBooks
	|_|

	Sage
	|_|

	NetSuite
	|_|

	[bookmark: Text8]Other [specify:     ]
	|_|



· What system do you use to track your employee information?
	We have a dedicated HR system in place [specify:     ]
	|_|

	We use our finance system
	|_|

	MS Office files/documents
	|_|

	We use our CRM system
	|_|

	We have a paper based HR system
	|_|

	Other [specify:     ]
	|_|



⊛ Many accounting/finance systems offer modules or add-ons for HR management. If you are thinking moving to a new accounting system, consider your potential HR needs, even if it’s a functionality you may only want to implement at a later stage.


· What kind of tools does your centre use to manage volunteers?
	We use our CRM system
	|_|

	We use our HR system
	|_|

	We have a dedicated system to manage volunteers
	|_|

	We have a dedicated rostering tool
	|_|

	Word documents and/or Excel spreadsheets
	|_|

	Paper-based and/or white board
	|_|

	Other [specify:     ]
	|_|



⊛ Depending on your organisation and how many volunteers you have, managing volunteer information can be done via a dedicated system, your CRM, or your employee/HR management system. 


	Our key challenges and needs in the Operations digital capability area are:
·       
·      
·      






	  Infrastructure, Training & Support


1. Infrastructure & technical support:
· In terms of infrastructure, how do you rate your centre?
	We have solid infrastructure in place with up-to-date and sufficient hardware and good connectivity
	|_|

	Our infrastructure needs some improvements (e.g. better computers, better network connections, additional equipment, etc.)
	|_|

	Our infrastructure is not reliable and/or insufficient, and we need to upgrade it
	|_|



· Overall, how are your systems hosted?
	All our systems our hosted in the cloud 
	|_|

	Most of our systems are hosted in the cloud, and we have servers on-premise to hold specific data 
	|_|

	We host all our systems in our office (e.g. an on-site server)
	|_|



· How does your current telecommunications system work for your centre?
	Our centre has a reliable and cost-effective telecommunications system with adequate functionalities and hardware including phones, mobiles and headsets
	|_|

	Our telco needs improvement and/or we need to reduce our costs
	|_|

	Our telco is unreliable and/or too expensive, and we need to source an alternative
	|_|



· What type of IT support is available in your centre?
	
	Provided by internal resource
	Provided by external IT provider
	No formal support available

	Desktop support (computer issues, requests for new hardware, Office suite, email, file server, etc.)
	|_|
	|_|
	|_|

	Telecommunications & networking support (phone, network & internet access issues)
	|_|
	|_|
	|_|

	Specialist systems (e.g. Websites, CRM, accounting system, etc.)
	|_|
	|_|
	|_|




· If you have an external IT provider, how do you rate their services?
	Great
	|_|

	OK
	|_|

	Poor
	|_|

	We need a new IT provider
	|_|



⊛ Your centre likely deals with multiple IT providers: desktop/user support, Telcos, software vendors, etc. It’s important to understand who supports what and which contractual support agreements you have in place. If your centre uses volunteers for IT support, it’s helpful to have succession/knowledge transfer planning in place if your volunteers become unavailable.


· How does your centre deal with technology security and compliance?
	
	Yes
	Sometimes/ Partial
	No

	We have up-to-date procedures in place to back up and restore data for our systems
	|_|
	|_|
	|_|

	Our hardware including servers, networking equipment, PCs/laptops and mobiles devices have up-to-date software including antivirus and security.
	|_|
	|_|
	|_|

	We have an up-to-date and tested disaster recovery plan in place for our mission-critical systems
	|_|
	|_|
	|_|

	We store and access information and data in a way that is compliant with the law and any obligations we may have with our funders
	|_|
	|_|
	|_|

	Overall our centre has strong security and compliance in place, and we manage our technology risk well
	|_|
	|_|
	|_|



⊛ Security audit: If you feel your centre is at risk when it comes to technology and data held, it’s worth considering getting a security audit done. This can be done either as a standalone exercise, or as part of a wider infrastructure review.


2. IT Training
· Overall, how would you rate your centre's technology skills?
	Basic (we can use basic functionalities in a limited set of tools and systems)
	|_|

	Proficient (we use multiple systems comfortably)
	|_|

	Expert (we use advanced functionalities and have super users)
	|_|

	A mix of the above, depending on individuals
	|_|



· Does your centre provide access to digital / technology skills training?
	Yes, we have a formal program in place and it's part of our staff development process
	|_|

	Yes, we have access to some training but it's up to each team member to take up training
	|_|

	No, there is little, or no training provided by the centre
	|_|



⊛ It’s worth considering formalising digital/technology skills as part of recruitment and employee development, and including these skills in formal induction programs for staff and volunteers.



	Our key challenges and needs in the Infrastructure, Training & Support digital capability area are:
·       
·      
·      
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	Yes
	Partially
	No

	1. Strategic approach to technology

	a. Does your strategic planning process include consideration for the adoption of technology?
	|_|
	|_|
	|_|

	b. Do you have an up-to-date IT plan that reflects your centre’s needs and goals?
	|_|
	|_|
	|_|

	c. Does your board get involved in technology decisions and provide associated guidance and governance?
	|_|
	|_|
	|_|

	d. Does your centre systematically consider technology upfront as part of new programs and activities?
	|_|
	|_|
	|_|

	e. Is innovation through technology actively encouraged in your centre?
	|_|
	|_|
	|_|

	2. People and organisation

	a. Do you have a dedicated IT function, or a person responsible for IT in your centre (with IT tasks outsourced)?
	|_|
	|_|
	|_|

	b. Does your centre have resources at executive and operational levels who have a good understanding of technology and its relevance to the centre?
	|_|
	|_|
	|_|

	c. Are people across your centre receptive to new technologies and open to change?
	|_|
	|_|
	|_|

	3. Investment
	
	
	

	a. Do you know what you spend on technology?
	|_|
	|_|
	|_|

	b. Do you have an IT budget planning process in place?
	|_|
	|_|
	|_|

	c. Do you have a digital asset management process in place?
	|_|
	|_|
	|_|

	d. Do you have funding available for technology and/or have identified potential sources of funding for digital initiatives?
	|_|
	|_|
	|_|

	4. Technology risk and compliance
	
	
	

	a. Do you have IT policies and procedures in place?
	|_|
	|_|
	|_|

	b. Does your centre have a policy on information security and data privacy?
	|_|
	|_|
	|_|

	c. Do you have a technology risk management plan in place?
	|_|
	|_|
	|_|

	d. Does your centre have processes in place to backup and restore critical data sets and systems in case of operations disruption?
	|_|
	|_|
	|_|



⊛ Answers to the above questions that are “Partially” or “No” indicate there is a gap in your centre’s overall approach to technology.  Review these to determine whether you need to address those and integrate them into your IT Plan. 


	Our key challenges and needs in the IT Management & Governance digital capability area are:
·       
·      
·      
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